Secondary Certificates in HTTP/2
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draft-ietf-tls-exported-authenticator adopted by TLS
Addresses post-handshake authentication for HTTP/2
... for clients and servers

Allows servers to create right-sized certificates

... N0 need to bloat certificates with SANs to get coalescing



